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3 Inches Facial & Fingerprint Recognition Series Product User Manual

Version: 3.0
Date: Nov. 2011

About This Manual
This document introduces the user interface and menu operations of the 3 Inches Facial & Fingerprint
Recognition Series product. For installation, please refer to the Installation Guide or Quick Guide.
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1. Instructions for Use

1.1 Standing Position, Posture and Face

1. Recommended Standing-distance from ry
For users 5-6 feet tall (1.55m-1.85m) we recommend
When viewing your image on the device display 1.1m

bright. Step closer if your image appears too dark.

2. Recommended Facial Expressions vs. Poor <

@ D ®

3. Recommended Posture (Pose) vs. Poor Posture (Pose):

(]

B RRERAR

Expressions

Device:
standing about 2 feet (0.5m) from the wall.

window, step away if your image appears too

Expressions:

? Note: During enrollment and verification, try to have a relaxed unstrained facial expression and stand upright.

1.2 Enrollment Facial Expressions

During the enrollment, position your head so that your face appears in the center of the device display window, and follow the

voice prompts "Focus eyes inside the green box". The user needs to move forward and backward to adjust the eye position

during the face registration. The enrollment face expressions are as follows:

201 Circle Drive N, Suite 116 Piscataway, NJ 08854 Te4Z38007 Fax: 732126008
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1.3 Finger PlacementE

Recommended Fingers: The index finger, middle finger or the ring finger is recommended; the thumb and little finger are not
recommended (because they are usually clumsy when pressing on the fingerprint collection screen).

1. Proper Finger Placement:

The finger must be flat to the surface
and centered on the fingerprint

Sensor.

2. Improper finger placement:
Not flat to the surface Off-center
Slanting Off-center

Please enroll and verify your fingerprint by using the proper finger placement
mode. We shall not be held accountable for any consequences arising out of the
degradation in verification performance due to improper user operation. We shall
reserve the right of final interpretation and revision of this document.

e ——
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1.4 Use of the Touch Screen

Touch the screen with one of your fingertips or the edge of a fingernail, as shown in the following figure. A broad point of
contact may lead to inaccurate pointing.

When the touch screen is less sensitive to the touch, you can perform a screen calibration through the following menu
operations. Press [Menu] -> [Auto Test] -> [Calibration] on the screen and a cross icon will be displayed. After you touch the
center of the cross at five locations on the screen correctly, the system will automatically returns to the Auto Test menu. Press
[Exit] to return to the Menu interface. For details, see the description in 9. Auto Test.

A smear or dust on the touch screen may affect the performance of the touch screen. Therefore, try to keep the screen clean
and dust-free.
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1.5 Touch Operations

1. Enter Numbers: Press the [User ID] key. The system will automatically display the number input interface. After entering

the user ID, press [OK] to save or press [X] to cancel and return to the previous interface.

Add User

User ID: 1

Please input user ID!

1
4‘,

2. Enter Text: Press the [Name] key. The system will automatically display the text input interface. After entering the user

name, press [X] to save and return to the previous interface.

Add User

| )
e

Add User

| )

Name
# Fingerprint

fable

# Fingerprint ® Password |

| | a)wE[R|T|
L44444332ﬁ3i§L44447‘ Als|o|F|e

S Z|X|CJV|B|N
}\ Exit Save e space

3. Modify Parameters: Press the default value of a parameter and the system will automatically switch to another value of this

v|ul
)y

parameter.

General General

Keyboard Clicks | Keyboard Clicks |~

Voice Prompts Voice Prompts
VYolume Volume

Lock Power Key Lock Power Key
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\] Note: The Enroll Fingerprint, User Access and 1: G are optional functions not available on all machines.

1.6 Appearance of Device

1. Type 1
(1) Front View

\i\h ® L|ED Indicator
/"\
‘\__,‘ ® Touch Screen
{ ® Touch keys

.' "\ o Camera

\__/
V) 3 } ® Push Buttons
i = -

Fingerprint Sensor

® |D Card Swipe Area
(2) Side View

Reset Button
USB Port

e ——
201 Circle Drive N, Suite 116 Piscataway, NJ 08854 Ted¥38007 Fax: 732126008
www.zkaccess.com



— o —— —
=23
Advanced Solutions, Total Security
—————/—— |

2. Type 2
(1) Front View

1 ® LED Indicator
2R Touch
\ ®
N4 Screen
®
a4 T e Touch keys
" — < """
v 7 N :
Vo \l ’ o Camera
| l\ 1o .
Lo ®|D Card Swipe
el ' Area

(2) Side View

TN

E [,‘ j /1 e USBPort
\ || O

e
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1. Instructions for Use

1.7 Main Interface

X Date

X Time

Check-In

X Attendance Status

x 1:1 Switch Key

X Menu

Date: The current date is displayed.

Screen Shortcut Keys: Press these shortcut keys to display the attendance status. Users can customize the function of
each shortcut key. For details, see 6.6 Keyboard Definitions.

Time: The current time is displayed. Both 12-hour and 24-hour time systems are supported.
Attendance Status: The current attendance status is displayed.

1:1Switch Key: By pressing this key, you can switch to the 1:1verification modes, and enter the digital input interface.
Menu: You can enter the main menu by pressing this key.

\] Note: 1. The Enroll Fingerprint, User Access, Door Bell Button and 1:1 Switch Button are optional functions. These
functions are not available on all machines.

2. The 1: G is an optional function. If you need this function, please consult our commercial representatives or
pre-sale technical support personnel.
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1.8 Verification Modes

1.8.1 Fingerprint VerificationE

1. 1: N Fingerprint Verification

The terminal compares the current fingerprint collected by the fingerprint collector with all fingerprint data on the terminal.

(1) To enter the fingerprint verification mode: The device automatically distinguishes between face and fingerprint verification.
Just press a finger on the collector to start the fingerprint authentication mode.

(2) Press your finger on the fingerprint sensor by using the proper finger placement. For details, see 1.3 Finger Placement.

(3) If the verification is successful, the device willpr ompt A Veri fi edo.

(4) If the verification is not successful, the devicewilpr ompt APl ease try againo.

10-10-25 Monday @ 10-10-25 Monday [S

v

User ID: 2
Name: sun
Verify: Fingerprint Verify: Fingerprint

Verified. Please try again!

MENU 1 [ 11

e ——
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2. 1:1 Fingerprint Verification

In the 1:1 fingerprint verification mode, the device compares current fingerprint collected through the fingerprint sensor with
that in relation to the user ID entered through the keyboard. Adopt this mode only when it is difficult to recognize the
fingerprint.

(1) Press [1:1] on the screen or [1:1] button to enter the 1:1 fingerprint recognition mode.

(2) Enter User ID or Group No.,t hen press the " Fi nhgé:t fingerprnt récognitiow mode. 16 theeprormnpe r
AfUnregistered user ! 0 daesnotgxiss pl ayed, the wuser 1D

(3) Press your finger on the fingerprint sensor using proper finger placement. For details, see 1.3 Finger Placement.

(4) If the verification is successful, the device willpr ompt AVeri fi edo,willprbepwwi 6§l ehesedéviycag

10-10-25 Monday 5 10-10-25 Monday @

v

User ID: 2
Name: sun User ID: 2
Verify: 1:1 FP Match Verify: 1:1 FP Match

Verified. Please try again!

o [ W [

e ——
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1.8.2 Face Verification

1. 1: N Face Verificationl

as shown in Figure 2 on the right will be displayed.

2. 1:1 Face Verification

In the 1:1 face verification mode, the device compares the

The terminal
collected by the

terminal.
(1) The device
fingerprint

(2) Compare the face
Standing Position,

Compare interface
camera, with the
the right.

(3) If the verification

compares the current face image
camera with all face data on the

automatically distinguishes face and

verification.
in a proper way. For details, see 1.1

Posture and Face  Expressions.

display with the current image collected by the
User ID: 2 _ -

image shown in Figure 1 on

Name: fable

[11 : 14] Verified.

is  successful, an interface

User ID: 2

Name:

[17 : 02] Verified.

current face collected through the camera with that in CheckIn

relation to the user ID entered through the keyboard. Adopt
this mode only when it is difficult to recognize the face.

(1) Press [1:1] on the screen to enter the 1:1 recognition

mode.
(2) Enter User ID,t h e n

press the

face recognition mode.

(3) Compare the face in
Expression.
(4) If the verification is

interface if the verification

3. 1. G Face
When you open the 1: G
facial verification. For

The current group No. (a

201 Circle Drive N, Suite 116 Piscata

"1:1 Faceo icon to enter 1:1
I f t plaged, the usanip tloesnbtexiste gi st ered user! o

a proper way. For details, see 1.1 Standing Position, Posture and Face

successful, the devicewillpr ompt FfAVeri fiedo. The

is not passed within 20 seconds.

Verificationl
Verify function, then you can make a 1:G
detail please see 6.5 Log Settings
valid group number is 1-5) is displayed on

[ Fax: 73212-6008
Group

=y
( o

WWW.

'

]

i's di s

system
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the facial recognition interface. Users in the current group can perform facial comparisons directly. Users of another group can
perform facial comparisons only after entering the group No. or selecting it using the shortcut key. The system will set the
group entered or selected by users to be the current group instantly.

(1) Press [1:1/1: G] on the screen to enter the 1: G recognition mode.

(2) Enter user Group No. and then press the "1: G dcon (shown as following figure 1) to enter 1: G facial recognition mode.

(3) Compare the face in a proper way. For details, see 1.1 Standing Position, Posture and Face Expressions. Current Group No.

is displayed on the comparison interface, shown as figure 2 below.

\J Note: Check if you are in the current group; if not, return to Step

1.
4 If the verification is successful, shown as following figure
3.
J User ID: 2
Note: The 1: JEELELE G Face group is an

[10 : 38] Verified.

optional function. Some machines have this
function and some do not. Face group function is unchecked by factory default. Users can set it in

System--Log Settings--1:G. Open it to verify this function.

1.8.3 Password Verification

In the password verification mode, the device compares the password entered with that associated

with the user ID.

(1) Press [1:1] on the screen or [1:1] button to enter the password verification mode.

(2 Enter the user | D and pthepssswordheefi ¢ eyoni modet ol entlkee prompt
displayed, the user ID does not exist.

BYEnter the password and press the AOKO icon to start the pass\
(4) If the verification is successful, the device wilpr ompt A Ver i fthedevitewillptr benpwi sie/er i fy failo

the password input interface.

Check-In

User ID: 2

Name: fable

[11 : 27] Verified.

201 Circle Drive N, Suite 116 Piscataway, NJ 08854 Ted¥38007 Fax: 732126008
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1.8.4 ID Card Verification'E

Only the products with a built-in ID card module support the ID card verification. The products with a built-in
ID card module support the following two verification modes:

ID Card Only: Users only need to swipe their ID cards for verification.

ID + Facial Verification: After passing the ID card verification, you also need to perform facial verification.

1. ID Card Only

1. Swipe your ID card on the card swipe area in the proper manner. For the card swipe area, see 1.6 Appearance of Device.

3. If the verification is successful, the device willpr ompt AVeri fi edo.
4. If the verification is not successful, the device will p r o mijtot Enridlledo .

10-01-19  Tuesday 10-01-19  Tuesday

e

y

User ID: 2 Card No.: 0000205930
Name: fable Verify: PIN Card
User ID: 2

Name: fable Verify: CARD

[11 : 40] Verified. Verified. Not Enrolled

\J Note: (1) The machines that have Photo ID function, successful verification interface is shown as figure 1 above;

(2) The machines that don@ have Photo ID function, successful verification interface is shown as figure 2 above.

2. ID + Facial Verification

(1) Swipe your ID card properly at the swiping area to enter the 1:1 facial verification mode.
(2) Compare the face in a proper way. For details, see
Expressions

(3) If the verification is successful, an interface as

1.1 Standing Position, Posture and Face

shown in Figure 3 on the right will be
displayed. The system will return to the main interface if the verification is not passed within 20

seconds.

User ID: 2

Name: fable

[11 : 27] Verified.

1.8.5 Combination Verification'E

The device supports up to 20 verification modes, including FACE&PIN/FP/RF/PWaFP&PWaFP&RFaFACE&FPaFACE&PWa
FACE&RFaFPaPWaRFaFACE&PINaFP/RFaPW/RFaFP/PWaPW&RFaPIN&FPaFP&PW&RFaPIN&FP&PWaFP&RF/PINa
FACE&FP&RFa FACE&FP&PW etc. For details, please refer to Appendix 8 Multi-combination Authentication Mode'E

\] Note: RF means ID card verification. Only the products with the built-in ID card module support the ID card verification.

201 Circle Drive N, Suite 116 Piscataway, NJ 08854 Ted¥38007 Fax: 732126008
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YerType VYerType
—
®  FACERPIN/FPIRFIPW
[# Frepw | (@ Frerr W
|°FACE&FP | [#FacEePw

[ * PwRF l |‘° FPPw |
® PweRF | [# Pinzrp

(&7 eewerr |
(&7 omereerw |
B I
* pw |[® wF w ®  FACEZFPERF w
[sraceerm | (= rrme |l [® receereerw |

\ Exit J Morei- i '\’\ Exit J

Here is the combination verification operation; we will use the FACE&FP verification for an example.

If you verify the fingerprint first and then the face, the operations are as follows:

(1) The default main interface is the fingerprint verification mode, see the figure below.

(2) Press your finger on the fingerprint sensor using proper finger placement. For details, see 1.3 Finger Placement.

(3) If the verification is successful, the device will enter the 1:1 face recognition mode. Compare the face in a proper way. For

details, see 1.1 Standing Position, Posture and Face Expression.

(4) If the verification is successful, the device will pr o mp t

AVeri fi

verification is not passed within 20 seconds.

Check-n

User ID: 2

Name: fable

[11 : 40] Verified.

edo.

The

system wil/l

Otherwise, the FACE&FP combination verification can perform such as FACE (1: N) + FP, PIN + FACE (1:1) + FP, PIN + FP

(1:1) + FACE etc. The operation is similar to the procedure previously introduced.

www.zkaccess.com

201 Circle Drive N, Suite 116 Piscataway, NJ 08854 Ted¥38007 Fax: 732126008



[ o=

Advanced Solutions, Total Security

2. Main Menu

There are two types of rights respectively granted to two types of users: the Ordinary users and the administrators. Ordinary
users are only granted the rights of face, fingerprint, password or card verification, while administrators are granted access to
the main menu for various operations apart from having all the privileges granted to ordinary users.

Press [Menu] on the initial interface to access the main menu, as shown in the following figure:

&

Add User  User Magt.

bg)
Checkn g\

System Data Mgt.

- 4

-

Auto Test Dn/Upload Sys Info

Exit
\

The main menu includes nine sub menus:
Add User: Through this submenu, you can add a new user and input the information on the device, including the user IDT ,
name, fingerprintl , face, cardi , password, rights, group No. T and user access! .

User Mgt.: Through this submenu, you can browse the user information stored on the device, including the user ID, name,
fingerprintl , face, cardl , password, rights, group Nol . and user accessi . Here you can also add, modifyord e | et e

information.

Comm.: Through this submenu, you can set related parameters for communication between the device and PC, including the

IP address, gateway, subnet mask, baud ratel , device No. and communication password.

System: Through this submenu, you can set system-related parameters, including the basic parameters, interface parameters,
fingerprintl , face and attendance parameters, Keyboard definitions, Access settingsi , firmware update etc. to enable the
device to meet the u s & reguirements to the greatest extent in terms of functionality and display.

Data Mgt.: Through this submenu, you can perform management of data stored on the device, for example, deleting the

attendance records, all data, clear an administrator, restore to factory settings and query records.

Date/Time: Through this submenu, you can set the alarm time and duration, or set the Bell.

Auto Test: This submenu enables the system to automatically test whether functions of various modules are normal, including
the screen, sensor, voice, face, keyboard, clock tests and screen calibration.
e ——
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Dn/Upload: Through this submenu, you can download user information and attendance data stored in the device through a
USB disk to related software or other fingerprint recognition equipment.

Sys Info.: Through this submenu, you can browse the records and device information.

\

Any user can access the main menu by pressing the [Menu] key if
the system does not have an administrator. After administrators are
configured on the device, the device needs to verifythead mi ni s
identity before granting them access to the main menu. To ensure device
security, it is recommended to set an administrator when initially using

the terminal. For detailed operations, see 3.8 Modifying User Right.

\
I
I
I
I
1
1
1
1
1
I
I
I
1
1
1
1
1
I
I
1

1

e ——
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3. Add User

Press [Add] on the [User Mgt.] interface to display the
User ID: Enter a user ID. 1 to 9 digit user IDs are

Name: Enter a user name. 12 character user names are

Fingerprintl : Enroll a user odevicé i

by that user. A user can enroll a maximum of 10

Password: Enr ol | a uFedevcs sugparts s

Face: Enroll a userds face.
Group No.1 : Setting in the group of user.

Role: Set the rights of a user. A user is set to ordinary
administrator. Ordinary users are only granted the
verification, while administrators are granted access to

from having all the privileges granted to ordinary users.

Photol :Enr ol | a ulsteerugesverifidation is .

screen.

User Accessli : Set the lock control and access control

3.1 Entering a User ID

The device automatically allocates an ID starting from
ID allocated by the device, you may skip this section.
1. Press [User ID] on the [Add User] interface to

? Tip: The user ID can be modified during initial

be modified.
2. On the displayed keyboard interface, enter a user ID

already exists! o is displ

? Tip: The device supports 1 to 9 digit user IDs

length of current user ID numbers, please consult
pre-sales technicians.

3. After the user ID is entered, press [Save] to save the
previous interface. Press [Exit] to return to the

information.

Add User

UserID: 1
# Fingerprint ® Password

* Card * Face

l Group No.: 1
> Role:User
l Photo
User Access ‘

\ Exit Save

Add User

Role:User
Photo

[Add User] interface as shown below.
supported by default.

supported by default.

displays themember of fingerprints enrolled
fingerprints.

1-8 digit passwords by default.

user by default and can also be set to
rights of face, fingerprint or password

the main menu for various operations apart

successfu, t he userds photo

parameters.

1 for every user in sequence. If you use the

display the user ID management interface.

enrollment, but once enrolled, it cannot

and press [OK]. Iftheme ssage @AThe

anot her | D.

by default. If you need to extend the

our commercial representatives or

current information and return to the

previous interface without saving the current

201 Circle Drive N, Suite 116 Piscataway, NJ 08854 Ted¥38007 Fax: 732126008
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3.2 Entering a Name

Use the T9 input method to enter the user name Add User through the keyboard.
1. Press [Name] on the [Add User] interface to display the name input interface.
2. On the displayed keyboard interface, enter a user name and press [X].

For details of the T9 input method, see Appendix 1 T9 Input Instructions.

3. After the user name is entered, press [Save] to save the current information and return to the

previous interface. Press [Exit] to return to the previous interface without saving the current

information.

Photo
User Access ‘

Add User Add User

fable [
# Fingerprint ® Password ' | ® Fingerprint ® Password |
# Card #* Face [* card [ * Face |

Group No.: 1 Group No.: 1
> Role:User
Photo
User Access “

? Tip: The device supports 1 to 12 character names by default.
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3.3 Enrolling a Fingerprinte

1. Press [Fingerprint] on the [Add User] interface to Add User display the [Enroll Fingerprint] interface.

2. On the displayed [Enroll Fingerprint] interface, [ |
—L—

properly according to the system prompt. For details,

place your finger on the fingerprint sensor
see 1.3 Finger Placement.

* Fingegarint 1 | ® Password |

3. Place the same finger on the fingerprint sensor three consecutive times correctly. If the

enrollment succeeds, the system will display a prompt message and automatically return to the [Add
User] interface. If the enrollment fails, the system will display a prompt message and return to the
[Enroll Fingerprint] interface. In this case, you need to repeat the operations of step 2.
4. You can enroll a backup fingerprint by pressing [Fingerprint] again. A user can enroll a

maximum of 10 fingerprints.

5. Press [Save] to save the current information and ‘ return to the previous interface. Press [Exit] to

return to the previous interface without saving the current information.
Add User

| )

!‘ Card * Facc

Enroll Fingerprint(201-0) Enroll Fingerprint(201-0)

| I I i ‘
Place Finger... Enrolled Successfully

Quality Quality 70

Group No.: 1
> Role:User

[ Photo
User Access
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3.4 Enrolling a Password

1. Press [Password] on the [Add User] interface to

Add User

2. On the displayed keyboard interface, enter a

password at the system prompt and then press [OK].

? Tip: The device supports 1-8 digit passwords

3. After the password is entered, an interface is
save the current information and return to the previous
the

‘ Photo

previous interface without saving current

LULRVESTS

|\ ,
(ﬁ
]

User Access
Save

3.5 Enrolling an ID cardE

1. Press [Card] on the [Add User] interface to display Add User
2. The [Punch Card!] interface pops up as shown below.

For details, see 1.6 Appearance of the Device.

3. If the card passes the verification, the device will
Card No.: r et AddnUser] t

4. Press [Save] to save the current information and

FkAKIINK) and

return to the previous interface without saving the

UserAccess
Exit

| 2 Role:User

User Access

Save

display the password management interface.

password and press [OK]. Re-enter the

by default.

displayed as shown below. Press [Save] to
Press [Exit] to

information.

interface. return to the

the [Enroll Card] interface.

Swipe your ID card properly in the swiping area.
di splay a prompt message
interface.

return to the previous interface. Press [Exit] to

current information.
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\] Note /83 Inches Facial & Fingerprint Recognition support Mifare card function. It is an option function, if you want to

customize the Mifare card function, please consult our commercial representatives or pre-sales technical support engineers.

3.6 Enrolling a Face

1. Press [Face] on the [Add User] interface to display the face enrollment interface.
2. On the displayed face enrollment interface, turn your head to the left and right slightly, raise
and lower your head according to the voice prompts, so as to enroll different parts of your face into
the system to assure accurate verification. See 1.2 Enrollment Face Expressions.
3. If your face image is enrolled successfully, the system will display a prompt message and

automatically return to the [Add User] interface.
4. Press [Save] to save the current information and return to the previous interface. Press [Exit] to

return to the previous interface without saving the current information.
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